# Communicational Security

How data is communicated in your organization?

: Via email and via phone

Do you fallow any encryption algorithm when data is communicated?

: no

If no encryption algorithm is fallowed, then in which form data is communicated?

: Like excels sheets and etc.

Do your organization check or test the flaws when occur in medium?

: yes

After how much time your organization test the security medium?

: After every month

**Review:** Overall the communicational security is weak, because this organization don’t use any encryption algorithm while communicating with the different organization or within the organization, but if they communication on the applications like WhatsApp, Gmail and etc. they are end to end encrypted so in that case their communication will be safe in such a way that no of their organization will be leaked and there will be less amount of packet sniffing and packet spoofing. It is good that they perform the security test on the saved data to check whether the data is being leaked or not to ensure that the data is safe and secure. Although the data is stored in the hard drive and google cloud.